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1.1 Background

The E‑Government Act of 2002 (Public Law 107-347, 44 U.S.C. Ch 36) addresses various aspects of Federal management and promotion of electronic government services. Pursuant to Section 207 of the Act, the Director of the Office of Management and Budget (OMB) established the Interagency Committee on Government Information (ICGI). The Act requires the ICGI to consult with interested communities and submit certain recommendations to the Director of OMB and the Archivist of the National Archives and Records Administration (NARA). Currently, the ICGI is organized with three ICGI working groups: Categorization of Government Information Working Group; Electronic Records Policy Working Group, and Web Content Management Working Group. These working groups are to develop draft recommendations for the ICGI to submit to OMB and NARA.
The Categorization of Government Information Working Group is to prepare recommendations on adopting standards to enable the organization and categorization of Government information in a way that is searchable electronically and interoperably across agencies, including by searchable identifiers. The Electronic Records Policy Working Group is to prepare draft recommendations on the adoption by agencies of policies and procedures to ensure that certain chapters of title 44, United States Code, are applied effectively and comprehensively to Government information on the Internet and other electronic records. The Web Content Management Working Group is to prepare draft recommendations on standards for agency Websites.    

The three ICGI Working Groups share an interest in defining a small set of common characteristics for locating government information resources. Each of these characteristics is to take the form of a data element containing a value that usefully distinguishes a certain aspect of the government information resource (e.g., Which agency maintains it? When was it last updated? What is the subject of it?). 

1.2 Policy Objective

A key policy objective underlying this common interest is that the characterizing of government information should align government originators of electronic information and government records managers with each other and with broad communities of bibliographic practice. Bibliographic practice has its own long tradition of interoperability, and building on that practice in the context of locating government information is essential from a public policy perspective. Worldwide over many decades, bibliographic communities have standardized rich terminologies for bibliographic citations and cataloging. Yet, a small subset of bibliographic elements stands out among these many elements as so common as to be almost universal (i.e., Title, Author, Subject, Abstract, Publisher, Place of Publication, Date of Publication). The small set of common characteristics defined in the present context will be aligned with such common bibliographic data elements.
A recommended definition of what government information is to be categorized is being developed by the Categorization of Government Information Working Group. All U.S. Federal government information meeting that definition will be identified persistently and will be categorized according to the agreed characteristics. 

1.3 Semantic Registration

The E-Government Act requires ICGI to take a broad view of government information. In that view, it is clear that many different sets of existing data elements are relevant to categorization. It is also clear that interoperability among diverse data elements can only be achieved at the semantic level. For instance, one cannot expect to have all e-mail systems change the data elements in every piece of e-mail, nor to have every library change the data elements in their catalogs. Rather, useful interoperability can be achieved by asserting, in a particular context, that the "from" field in an e‑mail message is semantically equivalent to the bibliographic element called "author". Such "semantic interoperability" is a pragmatic yet powerful information retrieval technique for handling richly diverse sources. 

Underlying the semantic interoperability technique is a requirement that the definitions of data elements must be agreed and understood. Ideally, definitions of all data elements in use should have precise definitions agreed toformally and published broadly. The present document proposes to establish precise agreed definitions for the union of those data elements suggested by the ICGI Working Groups.  
1.4 Initial Data Element Suggestions
The Web Content Management Working Group recommended six data elements. Definitions were not given for those six data elements, but it was suggested that these would be equivalent to Dublin Core elements with some parenthetical caveats:
· Title (this is different from the HTML title tag)

· Description

· Creator (the content owner; this should be the name of the organization)

· Creation Date  (original creation date)

· Last Reviewed Date

· Language

The Electronic Records Policy Working Group suggested nine data elements for item level metadata. Initial definitions were suggested, plus notes on optionality, repeatability, purpose, usage, semantic equivalencies to elements in certain well-known sets, and example encodings. The nine data elements were named:
· Disposition Authority
· Creator

· Date

· Date Type

· Identifier
· Line of Business Code
· Restrictions/Rights
· Title

· Vital Records Indicator
As a set of metadata, the data elements defined here from either recommendation are as follows. 
· Access Constraints: The text describing the constraints on access to the information resource.
· Copyright: The text describing the constraints on use of the information resource.
· Creator: The name of the originator of the information resource.
· Date Created: The date of origination of the information resource.
· Date Reviewed: The date of last review of the information resource.
· Description: The text describing the information resource.
· Disposition Authority: The identifier of the disposition authority of the information resource.
· Event: The group of date and event type of the event of the information resource.

· Identifier: The identifier of the information resource.
· Language: The identifier of the language of the information resource.
· Line of Business: The identifier of the "line of business" of the information resource..
· Title: The name of the information resource.
· Vital Records Indicator: The indicator of vital record designation of the information resource.
It should be noted that five of these elements  (Access Constraints, Copyright, Disposition Authority, Language, Vital Records Indicator) are defined to have a presumed value in the absence of an explicitly designated value. With the exception of the optional elements "Date Reviewed" and "Event", all elements are mandatory. That is, the set of metadata is considered incomplete unless all mandatory elements have an explicitly designated or presumed value.

The following discussion focuses on the elements of this set of metadata designed in the government locator context.

1.5 Issues Outstanding

1.5.1 Authority list of organizations
The values for the "creator" element are to include names of organizations within the U.S. Federal government. It is therefore important to have an authoritative list of such organization names. Although many lists exist, it is not clear which one which should be considered authoritative for this purpose.

1.5.2 Additional Elements

As noted above, the ICGI working group on Categorization of Government Information has not yet provided recommendations on specific metadata elements. The representative noted that it appears likely that "subject" and "keywords" elements will be recommended. Other discussions have noted that an element specifically focused on "audience" would be very useful. Such an element would help segregate the very different kinds of information resource products aimed for specialists, children, media, government employees, lawyers, etc.

1.5.3 Line of Business

The values for the "line of business" element are to be drawn from an authority list given by the U.S. Federal Office of Management and Budget in recent work on a Federal Enterprise Architecture. This set of identifiers and associated codes appears to be quite similar to the long-standing set of "functional category" codes maintained by the Library of Congress, Congressional Research Service (CRS). Like the OMB lines of business, the CRS functional categories are used for grouping common functions across agencies in analyses of the U.S. Federal budget. OMB and CRS should provide some guidance to agencies and other users of U.S. Federal budget information on how these code sets may be used in combination.
1.5.4 Security Categorization

This document has not addressed the recently published Federal Information Processing Standard (FIPS) 199, concerning security categorization. FIPS 199 is to be applied to all U.S. Federal information resources and it sets up a particular structure for identifying categories for security purposes. The "security category" structure defined in FIPS 199 has three grouping levels with various sub-elements at each level. It also quite a few newly defined concepts and specifically enumerated value domains for the data elements. 

FIPS 199 specifies that each information resource is to be categorized according to an "information type". ("An information type is a specific category of information (e.g., privacy, medical, proprietary, financial, investigative, contractor sensitive, security management) defined by an organization or, in some instances, by a specific law, Executive Order, directive, policy, or regulation.")  

FIPS 199 uses three "security objectives" as defined in the Federal Information Security Management Act (FISMA):

CONFIDENTIALITY - "Preserving authorized restrictions on information access and disclosure, including means for protecting personal privacy and proprietary information…" [44 U. S. C., Sec. 3542]

INTEGRITY - "Guarding against improper information modification or destruction, and includes ensuring information non-repudiation and authenticity…" [44 U. S. C., Sec. 3542]

AVAILABILITY - "Ensuring timely and reliable access to and use of information…" 
[44 U. S. C., SEC. 3542]
FIPS 199 provides that the "security category" is to be identified for each information resource. ("Establishing an appropriate security category of an information type essentially requires determining the potential impact for each security objective associated with the particular information type.") 

In the present document, security classification is addressed in the "access constraints" element.

2 ISO/IEC 11179 Guidelines and Concepts

In defining a small set of common characteristics for government information resources, the three ICGI Working Groups agreed to follow the guidance in ISO/IEC 11179 (Information technology -- Metadata Registries, http://metadata-stds.org/11179/ ).  Certain terms have particular meanings in an application of ISO/IEC 1179 and certain concepts will be defined to have particular meanings within the scope of the present document. Definitions are given in Appendix 1, Definitions of Terms and Data Element Concepts.

ISO/ IEC 11179 specifies a basic set of characteristics necessary to share data. The standard emphasizes important data element and value domain characteristics such as definitions, names, concepts, and valid values. With regard to definitions, ISO/IEC 11179 part 4 states this rule: 
A data definition shall: a) be stated in the singular; b) state what the concept is, not only what it is not; c) be stated as a descriptive phrase or sentence(s); d) contain only commonly understood abbreviations; e) be expressed without embedding definitions of other data or underlying concepts. 
ISO/IEC 11179 part 4 also provides this guideline:
A data definition should: a) state the essential meaning of the concept; b) be precise and unambiguous; c) be concise; d) be able to stand alone; e) be expressed without embedding rationale, functional usage, domain information, or procedural information; f) avoid circular reasoning; g) use the same terminology and consistent logical structure for related definitions. 
The recommended data element definitions herein are intended to adhere to this rule and this guideline.

2.1 Context

Following the guidance of ISO/IEC 11179, any set of registered data elements must define its particular "context". The context of the data elements addressed here is named "government locator", and is defined as:
The set of data elements and concepts maintained under authority of U.S. Public Law 104-347 Section 207(e)(1)(A) for the purpose of identifying certain common characteristics of Government information on the Internet and other electronic records. 
2.2 Representation Classes

In this set of ICGI recommended data elements, a set of ISO/IEC 11179 representation classes are used. The definitions of those classes are provided in Appendix 1, following the naming guidance given in ISO/IEC 11179. The representation classes used here are: "date", "group", "identifier", "indicator", "name", and "text". 

2.3 Other Concepts

information resource - The term "information resource" is used to denote the object of the characteristics here defined. (In ISO 11179 parlance, this term names an object "class".) In the government locator context, the focus is typically on the concrete aspects of an information resource rather than its purely abstract, unrealized aspects. Accordingly, the class "information resource" is here defined as:
The means to supply or provide information, including products or services derived from the information resource. 
originator - In the government locator context, the term "originator" focuses on the assignment of responsibility for the content of the information resource and its expression in an information resource product. Here, it is defined as:
The agent, whether person or organizations, responsible for all or portions of the information resource.

line of business - In the government locator context, the term "line of business" refers to an item in the authoritative list of designations published in OMB Circular A-11 and here defined as:

The designation developed by the U.S. Federal Office of Management and Budget (OMB) as a way to group information resources, part of the OMB Federal Enterprise Architecture program.
security classification - The general definition of security classification is given as:
The text describing security classification control constraints of the information resource.
records control schedule - In the government locator context, the "records management" aspects of an information resource are crucial. The term "records control schedule" includes any file plan, records management application, or other agency determination that facilitates management of the information as "permanent", "temporary" or "non‑record". The general definition is here given as:
The schedule or list of events, times, etc. in the life cycle of a record or document.
disposition authority - In records management, the term "disposition authority" has a particular meaning and is here defined as:
The legal authority that empowers an agency to dispose of temporary records or transfer permanent records.
vital record - The term "vital records" is defined in 36 CFR 1236:
Vital records means essential agency records that are needed to meet operational responsibilities under national security emergencies or other emergency or disaster conditions (emergency operating records) or to protect the legal and financial rights of the Government and those affected by Government activities (legal and financial rights records).
3 Registry of Data Elements and Concepts
The ICGI Working Group chairs agreed to document the semantics of the suggested data elements following the guidance of ISO/IEC 11179. In the following registry, each data element has the same context ("government locator") and object class ("information resource"). Each data element also has one of the ISO 11179 representation classes and may incorporate in its meaning one or more data element concepts as described above. Each data element has several other annotations: Definition; Mandatory/Optional; Repeating; Purpose; Notes; Examples; Value Domain; and, Validation.
Element Name: Access Constraints

	Definition
	The text describing the constraints on access to the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	Yes

	Purpose
	To alert the user to the presence, reasons for, extent and type(s) of restriction(s) on access to the information resource.  It also should alert the user to the individual or agency responsible for the Restriction(s).

	Notes
	Types of restrictions on individual items include Freedom of Information Act exemptions, Intellectual Property Rights, Copyright, Patent Rights and Property Rights.  The specific type of Restriction(s) should be noted.  Pertinent dates associated with initialization or expiration of Restriction(s) also may be included.  The user should select from prescribed lists of enforceable restrictions, classification markings and FOIA exemptions.

	Examples
	Secret

	Context
	government locator

	Class
	information resource

	Attribute(s)
	access constraints

	Representation
	text

	Value Domain
	The text value must not exceed 100 words nor contain restricted characters.

When used for security classification control on U.S. controlled information resources, the text value of this element must be one of the following: "Top Secret", "Secret", "Confidential", "Unclassified" in accordance with DoD 5200.1-R. The text value "Sensitive but Unclassified" may also be used as required by policy.

	Validation
	The value of this element is presumed to be “Unclassified” under certain conditions: if this element is absent; or if the value of this element is empty, spaces, or null. 


Element Name: Copyright
	Definition
	The text describing the constraints on use of the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	Yes

	Purpose
	To alert the user to the presence, reasons for, extent and type(s) of restriction(s) on use of the resource, including reproduction.  It also should alert the user to the individual or agency responsible for the restriction(s).

	Notes
	U.S. Federal government information is in the public domain unless other restrictions on use as provided by law are stated explicitly.

	Examples
	The author retains copyright until 2020-06-12.

	Context
	government locator

	Class
	information resource

	Attribute(s)
	use constraints

	Representation
	text

	Value Domain
	The text value must not exceed 100 words nor contain restricted characters.

	Validation
	The value of this element is presumed to be “public domain” under certain conditions: if this element is absent; or if the value of this element is empty, spaces, or null. 


Element Name: Creator
	Definition
	The name of the originator of the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	Yes

	Purpose
	

	Notes
	Using the job title rather than a person’s name enhances the ability to locate information, although personal names may be needed for legal purposes and/or audit trails.  The "creator" element is further enhanced when the full organizational hierarchy and full contact information are provided.  Since acronyms may not be well known, it is best to use the full official title or cross-reference an appropriate glossary or explanatory note.

	Examples
	corporate author

	Department of Justice, Federal Bureau of Investigation (FBI), Records Management Division

	
	corporate author
	National Archives and Records Administration, Office of Records Services – Washington, DC, Modern Records Program

	
	personal author
	John Carlin, Archivist of the United States

	Context
	government locator

	Class
	information resource

	Attribute(s)
	originator

	Representation
	name

	Value Domain
	For corporate authors, the text value must be one of the valid values listed in the authority list for this element,  (TBD) .
For personal author names, the text value is not required to be "normalized" (i.e., structured according to lexical rules distinguishing family name, honorific, etc.).

	Validation
	The set of metadata is incomplete under certain conditions: if this element is absent, or if the value of this element is empty, spaces, or null.


Element Name: Date Created 

	Definition
	The date of origination of the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	No

	Purpose
	

	Notes
	

	Examples
	2002-12-02

	Context
	government locator

	Class
	information resource

	Attribute(s)
	information resource

	Representation
	date

	Value Domain
	Date is represented in "YYYY-MM-DD" format, one of the ISO 8601 formats, consisting of the four digit Gregorian calendar year (YYYY), the two digit month (MM) valued from 01 to 12, and the two digit day (DD) valued from 01 to 31.

	Validation
	The set of metadata is incomplete under certain conditions: if this element is absent or occurs more than once; if the value of this element is empty, spaces, or null; or if the "date created" value is a date later than any "date reviewed" value when present. 


Element Name: Date Reviewed 

	Definition
	The date of last review of the information resource.

	Mandatory/Optional
	Optional

	Repeating
	No

	Purpose
	

	Notes
	

	Examples
	2003-01-01

	Context
	government locator

	Class
	information resource

	Attribute(s)
	information resource

	Representation
	date

	Value Domain
	Date is represented in "YYYY-MM-DD" format, one of the ISO 8601 formats, consisting of the four digit Gregorian calendar year (YYYY), the two digit month (MM) valued from 01 to 12, and the two digit day (DD) valued from 01 to 31.

	Validation
	The set of metadata is incomplete under certain conditions: if this element is absent or occurs more than once; if the value of this element is empty, spaces, or null; or if the "date created" value is a date later than any "date reviewed" value when present. 


Element Name: Description
	Definition
	The text describing the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	No

	Purpose
	

	Notes
	Description should use complete words and phrases that describe the subject or contents of the information resource

	Examples
	Definitions of common metadata as applied to government information resources, agreed for the U.S. Federal Government under the E-Government Act of 2002.

	Context
	government locator

	Class
	information resource

	Attribute(s)
	description

	Representation
	text

	Value Domain
	The text value must not exceed 100 words or contain restricted characters.

	Validation
	The set of metadata is incomplete under certain conditions: if this element is absent; or if the value of this element is empty, spaces, or null.


Element Name: Disposition Authority
	Definition
	The identifier of the disposition authority of the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	No

	Purpose
	This element links the item to the disposition authority contained in a file plan, records control schedule, or records management application (RMA) that facilitates management of the information as permanent, temporary or non-record.

	Notes
	Agencies can create controlled vocabularies/menus to control their entries for this element.

If an agency concludes that an item does not constitute record material, the field can be completed with “non record.”

	Examples 
	Records Control Schedule
	N1-064-03-01, Item 2

	
	Agency File Plan
	Files 203, Appendix 1, 103-External Directives

	Context
	government locator

	Class
	information resource

	Attribute(s)
	disposition authority

	Representation
	identifier

	Value Domain
	The text value must not exceed 100 words or contain restricted characters.

	Validation
	The disposition authority is presumed to be “unscheduled” (i.e., "records status under Federal Records Act has not been determined") under certain conditions: if this element is absent; or if the value of this element is empty, spaces, or null. 


Element Name: Event 

	Definition
	The group of date and event type of the event of the information resource.

	Mandatory/Optional
	Optional

	Repeating
	Yes

	Purpose
	

	Notes
	

	Examples
	approved
	2002-12-01

	
	press release
	2002-12-04

	
	abolished
	2004-07-03

	Context
	government locator

	Class
	information resource

	Attribute(s)
	event

	Representation
	group

	Value Domain
	

	Validation
	The "date of event" group is invalid, if the event element is present, and: sub‑elements are not present or are other than one instance each of "event type" and "date of event"; or, the value of this element is empty, spaces, or null. 


Element Name: Event, Date of Event 

	Definition
	The date of the event, designated by event type, of the information resource.

	Mandatory/Optional
	Mandatory sub-element within the event element

	Repeating
	No, only one may occur within the event element

	Purpose
	

	Notes
	

	Examples
	2003-10-01

	Context
	government locator

	Class
	information resource

	Attribute(s)
	event

	Representation
	date

	Value Domain
	Date is represented in "YYYY-MM-DD" format, one of the ISO 8601 formats, consisting of the four digit Gregorian calendar year (YYYY), the two digit month (MM) valued from 01 to 12, and the two digit day (DD) valued from 01 to 31.

	Validation
	The "date of event" group is invalid, if the event element is present, and under other conditions: if this sub-element is absent or occurs more than once within the event element; or if the value of this element is empty, spaces, or null. 


Element Name: Event, Type of Event

	Definition
	The identifier of the type of the event, dated by the date of event, of the information resource.

	Mandatory/Optional
	Mandatory sub-element within the event element

	Repeating
	No, only one may occur within the event element

	Purpose
	 

	Notes
	The originator may indicate the type of event. Agencies should list the event types commonly used in their lines of business.  Those event type lists should be available to secondary users of the information.

	Examples
	approved

press release

	Context
	government locator

	Class
	information resource

	Attribute(s)
	event

	Representation
	identifier

	Value Domain
	The text value must not contain restricted characters. Suggested common types include: "publication", "approved", "copyright", "creation", "begin", "end", "press release", "established", "abolished", "birth", "death", "broadcast", "restrictions change", "restrictions expire", "rights expiration", "patent granted", "sent", "received". 

	Validation
	The "date of event" group is invalid, if the event element is present, and under other conditions: if this sub‑element is absent or occurs more than once within the event element; or if the value of this element is empty, spaces, or null. 


Element Name: Identifier
	Definition
	The identifier of the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	Yes

	Purpose
	

	Notes
	Automatically generated identification codes, such as those generated by a records management application, can be used.  The most effective identifiers are linked to a formal identification system that is unchanging and provides context.

Additional identifiers may be attached to further identify an object within a different records system.

When a title in a series is used as an identifier, be sure to include the date and version number as applicable.

	Example
	Digital Object Identifier (DOI)
	100.2/ADA375124

	
	International Standard Book Number (ISBN)
	0-8108-4769-8

	
	Web address (URL)
	http://www.archives.gov/index.html

	
	dataset within a series
	Internal Revenue Service, Statistics of Income – Individual Tax Model – 1981

	Context
	government locator

	Class
	information resource

	Attribute(s)
	information resource

	Representation
	identifier

	Value Domain
	The text value must not exceed 100 words nor contain restricted characters.

	Validation
	The set of metadata is incomplete under certain conditions: if this element is absent; or if the value of this element is empty, spaces, or null.


Element Name: Language

	Definition
	The identifier of the language of the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	Yes

	Purpose
	

	Notes
	This element is repeatable to indicate when more than one language is present.  The code set for the metadata is assumed to be Latin-1.

	Example
	en-US

	Context
	government locator

	Class
	information resource

	Attribute(s)
	language

	Representation
	identifier

	Value Domain
	The text value must exactly match one of the natural language identifiers listed in ISO 639.

	Validation
	The value of this element is presumed to be “en-US” under certain conditions: if this element is absent; or if the value of this element is empty, spaces, or null. 


Element Name: Line of Business
	Definition
	The identifier of the "line of business" of the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	Yes

	Purpose
	

	Notes
	The "Line of Business" values are coded identifiers maintained by the U.S. Federal Office of Management and Budget (OMB) as part of the Federal Enterprise Architecture Program. The Line of Business values are grouped into four "business areas" (Services For Citizens, Mode Of Delivery, Support Delivery Of Services, and Management Of Government Resources).
The originating agency assigns a value to the "Line of Business" element when the information resource or product is created.

	Examples
	Disaster Management
Federal Financial Assistance
Public Affairs

	Context
	government locator

	Class
	information resource

	Attribute(s)
	line of business

	Representation
	identifier

	Value Domain
	The text value must be one of the valid values listed in the authority list for this element, OMB Circular A-11.

	Validation
	The set of metadata is incomplete under certain conditions: if this element is absent; or if the value of this element is empty, spaces, or null.


Element Name: Title
	Definition
	The name of the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	Yes

	Purpose
	

	Notes
	If the information resource does not have a formal title, the creator should establish a meaningful title that is user oriented and brief.  Title is commonly used as a key reference result in lists of search results.

	Examples

	periodical title
	Journal of Agricultural Research, volume 66, number 2

	
	e-mail subject line
	FGDC Meeting First Tuesday this June

	
	document
	Application by Thomas McCarthy for Admission to Western Branch Soldier’s Home

	Context
	government locator

	Class
	information resource

	Attribute(s)
	information resource

	Representation
	text

	Value Domain
	The text value must not exceed 100 words nor contain restricted characters.

	Validation
	The set of metadata is incomplete under certain conditions: if this element is absent; or if the value of this element is empty, spaces, or null.


Element Name: Vital Records Indicator

	Definition
	The indicator of vital record designation of the information resource.

	Mandatory/Optional
	Mandatory

	Repeating
	No

	Purpose
	

	Notes
	This indicator will be a Yes or No.  
For further guidance on vital records refer to 36 CFR Part 1236 and Vital Records and Disaster Mitigation and Recovery, NARA, 1996.

	Examples
	yes

no

	Context
	government locator

	Class
	information resource

	Attribute(s)
	vital record designation

	Representation
	indicator

	Value Domain
	The text value must contain either of the case-insensitive values "yes" or "no".

	Validation
	The value of this element is presumed to be “No” under certain conditions: if this element is absent, or if the value of this element is empty, spaces, or null.


4 References to Similar Data Elements Used Elsewhere

The following table provides references to elements used elsewhere that have an approximate equivalence to the elements defined herein. 

Element Name: Access Constraints
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – Specific Access Restriction, Security Classification
Dublin Core – Rights
e-GMS – Rights
GILS - Access Constraints
NARA LCDRG – Contributor

Element Name: Copyright
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – Rights
Dublin Core – Rights
e-GMS – Rights
GILS - Use Constrains
NARA LCDRG – Contributor

Element Name: Creator
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – Contributor, Creator, Email Sender Name

Dublin Core – Contributor, Creator

e-GMS – Contributor, Creator, 

GILS – Author (Corporate Name)

NARA LCDRG – Contributor

Element Name: Date Created
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – 
Dublin Core –  

e-GMS – 
GILS -  
NARA LCDRG – 
Element Name: Date Reviewed
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – 
Dublin Core –  

e-GMS – 
GILS -  
NARA LCDRG – 
Element Name: Description
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – Description (Mandatory)
Dublin Core – Description
e-GMS – Description
GILS – Abstract
NARA LCDRG – 
Element Name: Disposition Authority
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – Disposition Authority

Dublin Core – 

e-GMS – Disposal

GILS -  Schedule Number

NARA LCDRG – Disposition Authority Number

Element Name: Event
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – 

Dublin Core – 

e-GMS – 

GILS -  

NARA LCDRG – 

Element Name: Event, Date of Event
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – 

Dublin Core –

e-GMS – 

GILS - 

NARA LCDRG – Date (multiple types)

Element Name: Event, Type of Event
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – 

Dublin Core –

e-GMS – 

GILS - 

NARA LCDRG – Date (multiple types)

Element Name: Identifier
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – Identifier (Mandatory)
Dublin Core – Identifier
e-GMS – Identifier (Mandatory)
GILS – Control Identifier
NARA LCDRG – 
Element Name: Language
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – 
Dublin Core – 
e-GMS -
GILS – 
NARA LCDRG – 
Element Name: Line of Business
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – 
Dublin Core – 
e-GMS -
GILS – 

NARA LCDRG – 
Element Name: Title
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – Title
Dublin Core – Title
e-GMS – Title
GILS - Title
NARA LCDRG – 
Element Name: Vital Records Indicator
Similar Data Elements Used Elsewhere:
DoD 5015.2-STD – Vital Record Indicator
Dublin Core – Resource Type
e-GMS – 
GILS - 
NARA LCDRG – 
Appendix 1, Definitions of Terms and Data Element Concepts
	Term
	Definition
	Source

	attribute
	A characteristic of an object or entity
	ISO/IEC 11179 

	characteristic 
	Abstraction of a property of an object or of a set of objects 
Note: Characteristics are used for describing concepts. 
	ISO 1087-1

	object class
	A description of a set of objects that share the same attributes, operations, methods, relationships, and semantics 
	ISO/ IEC 19501-1

	concept
	A unit of knowledge created by a unique combination of characteristics 
	ISO 1087-1

	data element 
	A unit of data for which the definition, identification, representation and permissible values are specified by means of a set of attributes
	ISO/IEC 11179

	data element concept
	A concept that can be represented in the form of a data element, described independently of any particular representation 
	ISO/IEC 11179

	date
	A day within a particular calendar year.
	ISO Basic Semantics Register

	definition
	Representation of a concept by a descriptive statement which serves to differentiate it from related concepts 
	ISO 1087-1

	disposition authority
	The legal authority that empowers an agency to dispose of temporary records or transfer permanent records.
	this document

	enumerated value domain
	 A value domain that is specified by a list of all its permissible values
	ISO/IEC 11179

	government locator
	The set of data element concepts maintained under authority of U.S. Public Law 104-347 Section 207(e)(1)(A) for the purpose of identifying certain common characteristics of Government information on the Internet and other electronic records. 
	this document

	group
	A family of objects with one or more common characteristics. 
	ISO Basic Semantics Register

	identifier
	A character string identifying an object and distinguishing it from all other objects. NOTE: A name should not be used as an identifier because it is not linguistically neutral.
	ISO Basic Semantics Register

	indicator
	A two value attribute indicating a condition such as on/off; true/false; yes/no; 0/1; zero or non-zero.
	ISO Basic Semantics Register

	information resource
	The means to supply or provide information, including products or services derived from the information resource.
	this document

	line of business
	The designation developed by the U.S. Federal Office of Management and Budget (OMB) as a way to group information resources, part of the OMB Federal Enterprise Architecture program.
	this document

	metadata
	Data that defines and describes other data or processes
	ISO/IEC 11179 

	name
	A word or phrase that constitutes the distinctive designation of a person, place, thing or concept.
	ISO Basic Semantics Register

	object 
	Anything perceivable or conceivable 
NOTE Objects may also be material (e. g. an engine, a sheet of paper, a diamond), immaterial (e. g. a conversion ratio, a project plan), or imagined (e. g. a unicorn). 
	ISO/IEC 11179

	organization
	A unit consisting of people and processes established to perform some functions
	ISO/IEC 11179

	originator
	The agent, whether person or organization, responsible for all or portions of the information resource.
	this document

	permissible value
	An ordered pair consisting of a value and its corresponding value meaning
	ISO/IEC 11179

	records control schedule
	The schedule or list of events, times, etc. in the life cycle of a record or document.
	ISO Basic Semantics Register

	representation class
	The classification of types of representations
	ISO/IEC 11179

	security classification
	The text describing security classification control constraints of the information resource.
	this document

	text
	A series of sentences describing a person, object or event.
	ISO Basic Semantics Register

	value domain
	A set of permissible values
	ISO/IEC 11179

	vital record
	Vital records means essential agency records that are needed to meet operational responsibilities under national security emergencies or other emergency or disaster conditions ( emergency operating records) or to protect the legal and financial rights of the Government and those affected by Government activities (legal and financial rights records).
	36 CFR 1236









































