Comments on Recommended Policies and Guidelines
 for Federal Public Websites
Background

The Defense Technical Information Center (DTIC) provides Web site design and hosting services for the Office of the Secretary of Defense (OSD) and other major Department of Defense (DoD) components. These sites have been created to support the information missions of several diverse DoD organizations. DTIC hosts over a hundred publicly-accessible Web sites receiving over 9 million accesses a week from around the world. The Web sites are aimed at a variety of audiences including DoD Civilians, active and retired military, reservists, military dependents, DoD contractors, large and small businesses, scientific and research communities, the media, other government agencies, US allies, and the public. 
We have reviewed the Recommended Policies and Guidelines for Federal Public Websites with this large diverse environment in mind and have some concerns about how some of the proposed requirements and guidelines will impact our Web site content providers. It is obvious that the committee has done an extremely thorough job of collecting and analyzing the existing laws and regulations governing Web site content and developed some sound suggestions for additional requirements and guidelines. However, there are a few areas where we have concerns. Our comments are below.

General Comments
1. Distinguish between mandated and committee recommended  requirements – It is difficult for the reader of this report to distinguish between requirements that are mandated by existing laws, regulations and executive policies and those that are new “recommended” requirements from the committee. Although there is a specific section covering existing law and policy, there are “mandated” and “recommended” requirements sprinkled throughout all the other sections. If it is a “mandated” requirement, the decision has already been made and we need to concentrate on developing sensible methods for implementation and a way to ensure compliance. If it is a committee “recommended” requirement, then it is open for discussion whether the requirement should be a “requirement”, a “guideline” or dropped entirely. It would be a service to reviewers and OMB to make this distinction.
2. Reduce as many requirements as possible to guideline status – In attachment D, the report states, “If it can be public, and it is of interest to the public, it should be public.” If this is indeed a goal, then requirements should be limited to the absolutely necessary. New requirements cost money, especially those required on every page or link. For example, DTIC has some sites with over 30,000 files and 100,000 links. Making a change to every page on these large sites is no small task. It is also our understanding that these requirements will not be supported with additional funding but must compete with other IT priorities. We are concerned that the sheer number of new requirements will force many Web content providers to remove information from the public Internet due to the lack of funds and personnel to make the site compliant. The Committee should be asking itself, “Is the citizen’s interest best served by having access to the information on the Web even if it does not include the proposed requirement, or is the requirement so essential that we are willing to lose some content?”
3. Public versus publicly-accessible web sites – The Report assumes that if a site is located on the public Internet its main audience is the citizen and that if the audience is other than the citizen, it should not be on the public Internet. (See sections 2. a. b. c.)  It is our experience that there are good and valid reasons for sites to be publicly accessible even if not aimed at a general citizen (i.e. Public) audience. 
For example, we host the DoD Per Diem site. This site provides the DoD travel regulations and per diem rates for DoD military and civilian travelers including dependents. This site receives 20 million accesses per week. It is oriented to the DoD traveler and contains information that pertains to DoD employees. There is no sensitive information on this site. Since this audience is so large, creating a user ID and Password access system would be very expensive to develop and maintain. Using a .mil restriction would exclude about half of the current users who may be accessing the site from foreign countries, on the road or from home. 
This site has greatly reduced the time it used to take to find travel information and the cost of printing and distributing this information to users around the world. The value to the citizen is that the DoD can now distribute this information better, faster and cheaper. But if this site now needs to be either redesigned to meet Requirement 2.b. “Homepages must be written and organized from the view point of the Public” or moved to an Extranet or Intranet much of that cost advantage will be lost. 
DTIC supports many similar sites. The citizen benefits from these sites not because they are oriented to their information needs but because they are oriented to the needs of the primary audience. We suggest that the Committee should refine the definition of a Public Web Site. There needs to be a way to exclude this category of site from costly requirements that will provide no benefit to the general public. Perhaps sites in this category should become exceptions to all but the mandated requirements.
